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A virtual laboratory for decision support in viral diseases treatment

ViroLab Data Access Services

Objective The Data Access Services (DAS) let distributed and heterogeneous data resources appear
transparent to virtual laboratory users by hiding them and their internals behind a layer of virtualization
services that provides access in a consistent, data resource-independent, efficient and secure way.
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Resource discovery for identifying available resources
and querying schema information
Data transformation for converting heterogeneous data
sets into unified RegaDB schema
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GUI to easily manage access control policies
Data encryption using trusted certificates (GSI)

Secure Data Transmission (VPN, SSL)

('Storage Handling )

« Application input and output data storage in central
database, extended with meta information
* Intermediate results stored in central repository /

MysQL:

\LABDB
Future Plans Development Team )
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